


Passwords are key to our
personal security on and off
the internet.

We use passwords to access our bank
accounts, make phone calls or send
messages on social networks. We use
passwords to shop, access content,
communicate and even to access
physical locations. As digital data
continues to expand at rapid rates,
consider how many passwords we
currently have? Dozens? Hundreds?
Maybe thousands of password. In
this zine, we present some tips for
creating and keeping your passwords

and your data safe.
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Do you use the same password for more that one account or service?

Does your password include
yes personal data about you or your

family, such as date of birth?

insecure password % yes no |

is it a word?

is it a sentence? H no ’J—‘ yes |
—| no yes |

Does it have special characters? \l/

insecure password

yes no

Does this phrase make sense
to anyone but you?

—| no | | yes
Do you use a password manager?
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If you have many accounts on
the internet, and think it
will be too hard to remember
your passwords, you can use
a password manager! The
password manager software
protects and encrypts your
passwords - all you need to
remember is one password to
use it! Also, the password
manager can create complex
passwords  for you. We
recommend using KeepassXC
and Bitwarden (remember that
for a program to be secure
it must always be
up-to-date).

https://howsecureismypassword.net

https://haveibeenpwned.com
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